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1
Decision/action requested

This contribution proposes conclusions for KI#4 in TR 33.857 
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Rationale

This document proposes the conclusion for KI#4: Securing initial access for UE onboarding between UE and SNPN. 
The mutual authentication between the UE and the O-SNPN during onboarding needs to be supported and can be supported by authenticating between the UE and the DCS or between the UE and the O-SNPN with help of the DCS as described in S3-213306 [2].

This conclusion contribution proposes to take the both approaches for the normative work to support all the cases where the DCS can provide the authentication functionality or cannot.
4
Detailed proposal

It is proposed to approve the following changes for inclusion in TR 33.857 [1].








***
BEGIN OF CHANGES
***

7.4
Conclusions on KI #4: Securing initial access for UE onboarding between UE and SNPN
The following principles are concluded for normative work:

· The mutual authentication between the UE and the O-SNPN shall be supported.
· In case the DCS is capable of providing authentication functionality, the mutual authentication can be based on the primary authentication procedure, as already described in TS 33.501 [2] or as enhanced based on conclusions to Key Issue #1 "Credentials owned by an external entity" with DCS taking the role of the external entity.
· In case the DCS is not capable of providing authentication functionality, the mutual authentication can be performed directly between the UE and the O-SNPN with the authentication information provided by the DCS.
· Editor’s Note: Further conclusion(s) are FFS.
***
END OF CHANGES
***

